At National Online Safety, we believe in empowering parents, carers and trusted adults with the information to hold an informed conversation about online safety with their children, should they feel
itis needed. This guide focuses on one of many apps which we believe trusted adults should be aware of. Please visit www.nationalonlinesafety.com for further guides, hints and tips for adults.
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Amigo is a social platform which purports to connect strangers from around the world -
and, with built-in translation software, it reduces the expected language barriers.
Focusing heavily on one-to-one chat, video calls and live streams, Amigo encourages
its users to build up online relationships and unlock exclusive features such as private
| video and audio calls: essentially, the more that people chat, the more functions
: become available to them. This is an app designed with mature users very much in
W"\AT ARE g mind and is therefore definitely not recommended for children.
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== MEMBERSHIP COSTS

Like many apps that are free to
download, Amigo’s business mo
is centred on in-app purchases.
are encouraged to pay for VIP
membership — enabling them to
more messages each day and bc
their profile’s visibility. People co
buy coins (again, for real money
allow them to send virtual gifts a
further increase the number of
messages they can send daily.
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MONITOR DOWNLOADS

As well as frequent catch-ups with your child about what
they’'ve enjoyed doing online, you could consider taking the
additional step of physically checking their phone every so often to

BLOCK, REPORT, DISCUSS

Many children already know that connecting with strangers online
is dangerous, but it never hurts to refresh their memory. Whatever
communication apps your child uses, make sure they're fully aware that
see which apps they’ve installed. The safest option could be to enable ‘ask if anything online makes them feel uncomfortable, scared or upset, then
to buy’ (Apple) or ‘purchase approvals’ (Android) on their device, meaning they can block the user responsible, report the content, take a screenshot
your authorisation is needed to download any apps. as evidence and come to tell you straight away.
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i RESPECT AGE RESTRICTIONS ACTINE LISTENING @”
éeph)s have age restrictions for a reason, and Amigo is very

If I}‘lour child does approach you with a concern, make time to stop I\
nitely a mature content platform. Given that many of Amigo’s what you're doing and actively listen. Let them talk without
w Users apparently use a bogus date of birth, you might want to remind

interrupting or showing any judgement, then discuss their options and

zour child about the implications of setting up a fake profile — such as the possible solutions: this empowers them and reassures them that Kou're
eing exposed to messages and videos that make them feel there to be supportive. If the issue is one that has put your child at risk,
uncomfortable or feeling pressured into chatting with strangers. however, you may wish to contact the police.
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Meet Our Expert

Dr Claire Sutherland is an online safety consultant, educator and
researcher who has developed and implemented anti-bullying and
cyber safety policies for schools. She has written various academic
papers and carried out research for the Australian government
compadring internet use and sexting behaviour of young people in
the UK, USA and Australia.
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Users of this guide do so at their own discretion. No liability is entered into. Current as of the date of release: 02.11.2022



